THE VIDEO GAME INDUSTRY’S MONEY LAUNDERING PROBLEM: WHEN DO GAME PUBLISHERS BECOME MONEY TRANSMITTERS?

Matthew Roomberg*

As enthusiasm for immersive multiplayer video games continues to grow, players are placing a high degree of value on virtual items like in-game currency, weapons, vehicles, and “skins.” The value of these items, paired with features that allow players to buy and sell them, has opened the door to criminals who can exploit these features to launder money. The United States maintains a robust legal framework to prevent and punish money laundering. One key piece of that framework is imposing certain reporting and recordkeeping duties on “financial institutions,” including money transmitters. If a company is subject to these duties, it must abide by complex and expensive anti-money laundering compliance requirements. Thus, whether a game publisher is a money transmitter presents a high-stakes question. This Essay takes up that question—detailing the specific game features and publisher policies that, under current rules and guidance, lead to or rebuff the conclusion that a game publisher is a money transmitter.

INTRODUCTION

Video games have become a multibillion-dollar business, generating more revenue than movies and North American sports combined.1 In recent years, add-on content and in-game purchases have unlocked tens of billions of dollars for publishers by increasing revenue per user and extending the lifespan of catalog games.2 In some cases, the overwhelming popularity of certain games has given rise to established markets in which players can exchange in-game content for real-world money.3 At the same time,

* J.D. Candidate, 2023, Fordham University School of Law. I would like to thank the editors and staff of the Fordham Law Review for their guidance, and my family, friends, and mentors for all their support.


3. See infra note 35 and accompanying text.
developers seeking to capture the imagination of players have designed games with “open-loop” virtual currency systems, which allow players to trade in-game content with each other and redeem virtual currency for fiat currency. Although these innovations ought to be celebrated as a testament to how far video games have come, they have also created a new and often overlooked threat: criminals can use these features to launder illicitly obtained funds.

The United States maintains a robust legal framework at both the federal and state levels to detect and combat money laundering. The federal framework has three primary mechanisms: (1) the development and maintenance of anti-money laundering programs by financial institutions, (2) collecting pertinent information and keeping records about entities transferring funds, and (3) reporting to government authorities certain transactions that are suspicious or involve significant sums. Complying with anti-money laundering requirements is a complicated and expensive undertaking. For that reason, determining whether a game publisher is considered a financial institution under the law, and thus subject to an array of anti-money laundering regulations, presents a pivotal question.

This Essay takes on that question and seeks to answer if and under what circumstances a publisher may be considered a financial institution. Part I first examines how money laundering works in general, then discusses the nature of in-game assets, and lastly reveals how these game features can be used to launder money. Part II details the regulatory regime for preventing and detecting money laundering and explores the scope of “money services businesses,” which is a subset of financial institutions. Finally, Part III addresses the facts and circumstances that tend to support or negate the conclusion that a particular publisher is a money services business.

I. THE THREAT OF MONEY LAUNDERING IN VIDEO GAMES

A. What Is Money Laundering?

Money laundering is the process of making illegally gained proceeds (“dirty money”) appear legal (“clean”). Cleaning dirty money can involve

---
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the concealment of the true source, ownership, or use of funds.\textsuperscript{9} When done successfully, money laundering enables the beneficiaries of illicit proceeds to hold funds in the financial system and use them in the marketplace without detection from law enforcement.\textsuperscript{10} The most frequent predicate crimes that generate illicit proceeds for laundering are fraud, drug trafficking, cybercrimes, terrorist financing, corruption, and human trafficking.\textsuperscript{11}

Money laundering involves three independent steps that may occur separately or concurrently: placement, layering, and integration.\textsuperscript{12} Placement is the introduction of funds into the financial system without disclosing its source.\textsuperscript{13} There are numerous ways launderers attempt to place their funds in the financial system without detection. Some of the most common methods include using illicit funds to repay a loan, to gamble, to purchase foreign currency from a currency exchange, and to supplement legitimate proceeds from a cash-intensive business (known as “blending” or “co-mingling”).\textsuperscript{14}

Layering is the use of a series of financial transactions designed to separate the proceeds from their illicit origin.\textsuperscript{15} Once funds are placed in the financial system, the beneficiaries engage in countless transactions, creating a web of money transfers to and from entities registered around the world.\textsuperscript{16} In doing so, the launderer obscures the audit trail.\textsuperscript{17}

Integration is the final step in which the launderer uses clean money to purchase unencumbered assets—such as real estate, cars, boats, artwork, or jewelry—in legitimate transactions.\textsuperscript{18} At this point, if the laundering was executed successfully, it is nearly impossible to identify the initial source of the value.\textsuperscript{19}

\textsuperscript{10} Id. at 2.
\textsuperscript{12} Off. of the Comptroller of the Currency, supra note 9, at 3; Kim, supra note 8.
\textsuperscript{13} Kim, supra note 8.
\textsuperscript{15} Kim, supra note 8.
\textsuperscript{17} Kim, supra note 8.
\textsuperscript{18} Id.
B. In-Game Currencies and Assets

Many video games, especially online multiplayer and mobile games, feature virtual currencies—like “gold” or “tokens” that can be collected and redeemed for in-game benefits—and assets that can be earned, found, or attained in “loot boxes.” These assets are often in-game weapons and “skins”—decorative coverings that change the appearance of the player’s avatar—but could also be power-ups, vehicles, or other things. In-game currencies and assets (collectively, “in-game goods”) perform several functions that can make a game more enjoyable for the player and more profitable for the publisher.

The collection of in-game goods can be a prerequisite to completing the game, a supplemental objective, or both. When designing a game, developers endeavor to make the game challenging enough that it will hold players’ interest, but not so challenging that it will cause players to stop playing. In this context, when collecting in-game goods is a prerequisite, the feature presents an additional challenge that the player must overcome; and when collecting in-game goods is a separate objective—supplemental to “beating the game”—the feature incentivizes players to continue playing even after they have completed it. A simple example of this, albeit one that predates massive multiplayer online games, appears in Super Mario 64. The main goal of the game is to collect “power stars,” which the player does by successfully completing missions and courses. Although a player only needs to collect seventy power stars to complete the game, there are a total of 120 power stars. Some high-skill players enjoy racing to collect all 120 power stars as quickly as possible, even though they have completed the game many times before.

In-game currencies and assets also offer the developer another revenue stream when players can purchase these things with real money. These purchases are known as “microtransactions.” Players are often incentivized to purchase in-game perks either because the perks help them level up or defeat other players in multiplayer mode, or because the assets are endowed with social value, demonstrating a player’s skillfulness in the game or their
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good taste for an attractive asset.\textsuperscript{28} The largest game publishers today generate an overwhelming amount of revenue from add-on content and in-game purchases, compared to revenue from selling copies of the game itself.\textsuperscript{29}

In addition to the ability to purchase and collect in-game goods, some games, particularly massive multiplayer online games like World of Warcraft and RuneScape, offer players the ability to trade their currency and assets with other players.\textsuperscript{30} The ability to trade can deepen players’ enthusiasm for the game. It allows players to build relationships with and mutually benefit one another, to bargain, and to acquire game assets directly that cannot be easily attained through regular gameplay.\textsuperscript{31} Trading also strengthens the impression that there is a community of players within the “world” created by the game.\textsuperscript{32}

Although some games allow players to cash out their virtual currency for real-world value,\textsuperscript{33} most games, even those that permit trading, do not.\textsuperscript{34} In spite of this prohibition, the popularity of certain games has, in some cases, led to the development of secondary markets where players exchange in-game goods, and sometimes entire accounts, for legal tender or cryptocurrency.\textsuperscript{35} Such exchanges are generally forbidden by the games’ Terms of Service, and publishers have tried to police this behavior by terminating the accounts of players who exchange in-game content for money and by suing the operators of these marketplaces.\textsuperscript{36}
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C. How Laundering Through Video Games Works

There is a potential threat of money laundering whenever (1) players of a video game can trade in-game goods with one another, and (2) an established market for exchanging virtual assets for legal tender or cryptocurrency exists—even though those transactions are usually forbidden by the publisher.\(^\text{38}\) In a 2018 interview, cybercrime expert Professor Jean-Loup Richet\(^\text{39}\) explains how a hypothetical criminal could use *World of Warcraft* gold to launder stolen funds:

“Let’s say, for instance, that I have stolen a Paypal account and let’s say that this Paypal account has about 1,000 euros,” . . . “The first step is to make things look fuzzy. A hacker will not send the stolen Paypal money directly into his personal bank account. So first, I will forward the amount of this Paypal account to two other fake Paypal accounts that I will create with remote administration tools . . . .”

“Then I will use an exchanger and will change the money to any online currency. Depending on my level of paranoia, I might exchange it into bitcoin, and then I might use another exchanger to turn it into World of Warcraft gold coins.”

Making use of popular gold selling websites or “exchangers,” . . . the hacker could then buy World of Warcraft gold using their stolen money and either meet the seller in-game or receive an in-game mail with the gold included. The hacker would then turn around and sell their newly bought sum of gold—either for cryptocurrency like bitcoin or, if they choose, using another method. At this point, the origins of their money would be nearly untraceable.\(^\text{40}\)

Exactly how much criminals are profiting from such schemes is unclear.\(^\text{41}\) Professor Richet has posited that laundering significant sums of money in this manner would be nearly impossible for two main reasons. First, transactions between players usually involve relatively small amounts of money.\(^\text{42}\) Second, the player with whom the launderer transacts could defraud the launderer by failing to deliver his part of the bargain.\(^\text{43}\) Additionally, every transaction increases the risk that the publisher will catch wind of the scheme, confiscate the gold, and terminate the account.\(^\text{44}\) As a result, although the threat of using video games to launder has been discussed in reports and articles for nearly a decade,\(^\text{45}\) regulators and enforcement
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II. ANTI-MONEY LAUNDERING LEGAL FRAMEWORK

The United States has implemented a sprawling regulatory regime for preventing and punishing those who perpetrate and facilitate money laundering. Part II first details the anti-money laundering duties of financial institutions and the statutory penalties for breaching those duties, and then explains the scope of one pertinent type of financial institution: money services businesses.

A. Duties of Financial Institutions and Penalties for Noncompliance

There are two predominant federal statutes that deal with anti-money laundering: the Bank Secrecy Act (BSA) and 18 U.S.C. § 1960. The BSA was the federal government’s first major anti-money laundering legislation and remains in effect today. Since its initial enactment in 1970, Congress has amended its provisions on numerous occasions with acts by other names; however, the regulatory scheme as a whole is still generally known as the Bank Secrecy Act. Section 1960 of Title 18 is a criminal statute that punishes facilitators of money laundering.

1. The Bank Secrecy Act and Its Regulations

Congress enacted the BSA to “prevent the laundering of money and the financing of terrorism through the establishment . . . of reasonably designed risk-based programs.” The act imposes legal duties of recordkeeping and reporting on “financial institutions.” “Financial institution” is defined broadly, encompassing banks, investment companies, currency exchanges, finance companies, casinos, and brokers and dealers of securities,
commodities, precious metals, stones, jewelry, and vehicles. A financial institution is also “any [other] business . . . which engages in any activity which the Secretary of the Treasury determines, by regulation, to be an activity which is similar to, related to, or a substitute for any activity” that the enumerated institutions engage in. Under this authority, the Financial Crimes Enforcement Network (FinCEN) has issued a rule that refers to such other businesses as “money services business[es]” (MSBs).

The BSA and its regulations impose several duties on MSBs. First, a MSB must register with FinCEN. Registration involves providing an estimate of the volume of business in the coming year and the name and address of the business, each person who owns or controls the business, each director or officer, and the business’s depository institutions. The MSB’s initial registration is good for two years, at which point registration must be renewed.

MSBs are required to “develop, implement, and maintain an effective anti-money laundering program.” An effective program is one that is reasonably designed, in light of the risks posed by the nature and volume of the financial services provided, to prevent laundering and terrorist financing. At a minimum, the program must: (1) establish policies, procedures, and internal controls that assure compliance with anti-money laundering regulations; (2) designate a person to assure day-to-day compliance with the program; (3) provide training and education to appropriate personnel concerning their responsibilities under the program; and (4) from time to time, be reviewed by an independent person or organization to assure its adequacy.

MSBs must also file a report for every transaction in currency over $10,000 that is carried out using its service. Such reports must include the names and addresses of both parties, as well as the receiving party’s social security or taxpayer identification number. The MSB is responsible for
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verifying this information by reviewing the parties’ official documents.65 The law expressly prohibits structuring such a transaction in a way that would appear to relieve the financial institution of its duty to report it.66

Additionally, MSBs must report “suspicious transactions.”67 A suspicious transaction is one for at least $2,000 and that the MSB “knows, suspects, or has reason to suspect that the transaction” (1) involves funds derived from illegal activity or is intended to hide or disguise funds derived from illegal activity, (2) is designed to evade reporting and recordkeeping requirements, (3) serves no apparent lawful purpose, or (4) involves use of the MSB to facilitate criminal activity.68 The MSB must maintain copies of all “Suspicious Activity Reports” and reports of cash payments over $10,000 for five years from the filing date.69

The penalties for failing to comply with the BSA are stiff. First, the U.S. Treasury may seek injunctive relief from a federal court to enjoin the company’s noncompliant conduct or enforce compliance with the BSA.70 Second, a “willful” violator of the statute or regulations thereunder is liable for a penalty of at least $25,000 and no more than $100,000 per day that the violation continues.71 If, on the other hand, the violation is merely negligent, then the violator is liable for a penalty of not more than $500; however, if the financial institution engages in a pattern of negligent behavior, then the Treasury may impose an additional penalty of up to $50,000.72 Lastly, a willful violator could be subject to criminal penalties, including hundreds of thousands of dollars of fines and up to five years imprisonment.73

2. 18 U.S.C. § 1960

Section 1960 of Title 18 was first enacted in 1992 in response to the increasing threat of money laundering via nonbank financial institutions, such as storefront wire remitting services that offered customers the ability to move money quickly and anonymously.74 To support state efforts to prevent the use of money transmitters75 for laundering, Congress passed § 1960, which made a money transmitter’s failure to register with the proper state authorities a federal criminal offense.76 After Congress added the federal registration requirement for money transmitters to the BSA provisions,77 Congress amended § 1960 so that the failure to federally
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register was also a crime. Finally, Congress returned to § 1960 once more, adding a third prong under which criminal liability attaches: the transmission of funds with knowledge that the funds derive from illegal conduct or are intended to be used for unlawful activity. Any one of these violations subjects the defendant to criminal liability.

Section 1960 is a broad provision. First, the statute reaches every person who “knowingly conducts, controls, manages, supervises, directs, or owns all or part of” any money transmitter that is unlicensed or knowingly transmits illicit funds. Moreover, contrary to violations of the BSA, which generally require proof that the defendant knowingly evaded a regulation or knew that his conduct was illegal, § 1960 imposes strict liability for the failure to register under state or federal law. Additionally, under the third prong, the statute does not require proof that the funds transmitted actually derived from illegal activity, only that the defendant knew the funds were intended for an unlawful purpose. The punishment for being found guilty is a fine, up to five years imprisonment, or both.

B. Who Is a Money Services Business?

Because MSBs are subject to extensive duties and penalties for noncompliance, the stakes are high in determining who is a MSB and who is not. FinCEN defines a MSB as a person or entity doing business, whether or not on a regular basis, within the United States, as a “[d]ealer in foreign exchange,” a “[c]heck casher,” an “[i]ssuer or seller of traveler’s checks or money orders,” a “[p]rovider of prepaid access,” a “[s]eller of prepaid access,” or a “[m]oney transmitter.” The scope of the term “money transmitter” is the most far-reaching.

A money transmitter is a person or entity “that provides money transmission services” or is otherwise “engaged in the transfer of funds.” Money transmission services are “the acceptance of currency, funds, or other value that substitutes for currency from one person and the transmission of currency, funds, or other value . . . to another location or person by any means.” Whether a company is a money transmitter depends on the particular facts and circumstances in each case. In other words, whether a company qualifies as a MSB, and is thus subject to BSA regulation, depends
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on the company’s activities, not how it describes its business. Thus, it is possible that one company could be a MSB—if it is providing money transmission services—while its competitor is not, and therefore not subject to BSA regulation. Similarly, a company may be a money transmitter whether it operates on a transactional basis or an account basis. A transactional basis describes one-off transactions where there is no ongoing relationship with customers and the money transmitter retains the currency or other value only for the time required to effect the transmission. In contrast, an account basis describes circumstances where the money transmitter maintains an account for the transactor to store funds or value from which he can instruct the money transmitter to transfer them at later times and in various quantities.

III. ARE PUBLISHERS OF GAMES THAT FEATURE IN-GAME GOODS MONEY TRANSMITTERS?

This part attempts to answer the expensive question of whether publishers of games with in-game goods constitute money transmitters, and therefore must comply with anti-money laundering regulations. For a publisher to be considered a money transmitter, (1) the in-game goods within the publisher’s game must constitute “funds or other value that substitutes for currency” and, if they are, (2) the publisher must be “engaged in the transfer of” those in-game goods. This is a case-by-case analysis that is unique to each game and publisher.

A. Are In-Game Goods “Funds or Other Value that Substitutes for Currency”?

FinCEN maintains that convertible virtual currencies (CVCs), like bitcoin, are “funds” under federal law because CVCs either have an equivalent value as currency or act as a substitute for currency. This position is in accord with a slew of district courts that have found that bitcoin and similar virtual currencies are funds under 18 U.S.C. §§ 1960 and 1956. In these decisions,
Courts looked to the ordinary meaning of “funds,” which are “available pecuniary resources.” Supra note 20, at 167. “Pecuniary” means “taking the form of or consisting of money,” and “money” is “something generally accepted as a medium of exchange . . . or a means of payment.” Supra note 89, at 2–3. Because cryptocurrencies “can be easily purchased in exchange for ordinary currency, act[] as a denominator of value, and [are] used to conduct financial transactions,” they are within the plain meaning of the word “funds.”

Therefore, the question is whether in-game goods are substantially similar to cryptocurrencies—in FinCEN’s words, “convertible virtual currency”—and are thus “funds,” or whether in-game goods are distinct from cryptocurrencies, rendering them outside the scope of “funds” and “other value that substitutes for currency.” The answer to this question will turn on: (1) the tradability or redeemability of in-game content, (2) the existence or nonexistence of a market in which players can exchange in-game goods for real money or cryptocurrency, and (3) the publisher’s policy regarding the legal status of in-game currency and how it treats player-to-player transactions. None of these factors alone are determinative; rather, the facts and circumstances in each case will tend to support or rebut the notion that the in-game goods of a particular game constitute “funds.”

1. “No Ownership of In-Game Goods” Policy

Beginning with the publisher’s policies, a video game’s Terms of Service will usually clarify that in-game currency and assets “have no monetary value and cannot be redeemed for real-world money.” Supra note 20, at 167. The terms also provide that players “have no ownership or other property interest in such Virtual Items”; rather, the publisher owns “all rights and title in and to all content that appears in” the game. Supra note 20, at 107. Furthermore, players “may not purchase, sell, transfer or trade any Virtual Items outside of the Game, or offer to do so, for real-world money,” and the publisher “does not recognize any purported purchase, sale, transfer, or trade . . . completed outside of the Game.” Supra note 89, at 2–3. The inclusion of this language is not dispositive of whether in-game goods constitute “funds.” But by providing that these items have no monetary value, rendering player-to-player transactions outside of the game “null and void,” and policing the prohibited conduct to mitigate the use of the goods as a “medium of exchange,” the publisher can present a strong argument that
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the in-game goods are not funds and that it should not be subject to BSA compliance.\textsuperscript{107}

2. Tradability, Redeemability, and Markets for In-Game Goods

There is a spectrum of game features that may bolster or negate the contention that a particular in-game currency constitutes “funds or other value that substitutes for currency.” On one end of the spectrum, some games do not have in-game currency or assets at all. Of course, there is no risk of laundering in such games and the publisher is not a money transmitter.

\textit{a. Closed-Loop Games}

The next category of games on this continuum encourages players to collect in-game currency and assets, but does not allow players to trade with one another or redeem virtual items for real-world value. This is known as a “closed-loop” system.\textsuperscript{108} For example, in \textit{Grand Theft Auto V}, players can collect in-game money, weapons, cars, and even clothes, but cannot trade with other players online.\textsuperscript{109} In closed-loop games, the contention that the in-game currency and assets are “funds” is weak. Because there is no ability to trade in-game content between two accounts, the only way players can transfer their in-game money and assets is to transfer their entire account to another player. Although some people do sell accounts on the secondary market,\textsuperscript{110} in such cases, the account—unlike cryptocurrency—is a product being sold rather than a “denominator of value” being exchanged.\textsuperscript{111} Moreover, the thing being exchanged is an account, not the in-game content itself. Thus, even if the account was perceived as a “medium of exchange,” the account is the actual medium, not the in-game goods that come with it. Therefore, it is unlikely that the virtual currency in a closed-loop game would be deemed “funds or other value that substitutes for currency.”

\textit{b. Semi-Open-Loop Games}

After closed-loop systems, “semi-open-loop” systems allow players to trade in-game currency or assets with each other, but players cannot redeem items for real-world value.\textsuperscript{112} In semi-open-loop games like \textit{World of
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\textsuperscript{112} Cf. \textit{BOYD ET AL.}, \textit{supra} note 20, at 168 (describing the differences between open-loop and closed-loop systems).
Warcraft, whether the in-game items constitute “funds” will likely turn on the other two factors: whether there is an established market for exchanging in-game goods for money, and how the publisher treats secondary market transactions.

When there is a secondary market for in-game items, players can derive real-world value outside of the game, and a risk of money laundering exists. If the publisher encourages or willfully ignores players consistently trading in-game items for real-world money, that fact could be evidence of items being used as a “medium of exchange” or a “means of payment.” Therefore, the items could constitute “funds” even though they are not redeemable directly through the publisher. On the other hand, if there is no market for the in-game goods, then, like closed-loop games, the in-game items probably will not be considered “funds” because they are not being used as a “medium of exchange.” Finally, if there is an established market, but the publisher prohibits those transactions, then the items probably will not be considered “funds” so long as the publisher’s enforcement of its policy is ongoing and reasonably effective.

c. Open-Loop Games

Lastly, there are “open-loop” systems in which players can trade among each other, redeem items for real-world value, and possibly even use virtual currency or items across multiple games in the publisher’s universe of games. To be sure, such games are relatively rare. Open-loop games present the strongest case that their in-game goods are “funds.” Because in-game currencies and assets in an open-loop game can be traded for and exchanged with real-world money and things, the impression that these items have real monetary value is particularly strong. If transactions involving in-game items and real-world things of value are frequent, then the items—like cryptocurrency—are serving as a “medium of exchange” and a “denominator of value,” and thus the items would constitute “funds or other value that substitutes for currency.”

113. See supra Part I.C.

114. BOYD ET AL., supra note 20, at 167–68.

115. See Crider, supra note 33 (“Other, smaller games have attempted to create Real Cash Economy systems, with varying degrees of success—many quickly folded or never got out of development.”).

116. Games that incorporate NFTs may be open-loop systems. See generally Robyn Conti, What Is An NFT?: Non-Fungible Tokens Explained, FORBES (Mar. 17, 2023, 12:57 AM), https://www.forbes.com/advisor/investing/cryptocurrency/nft-non-fungible-token/ [https://perma.cc/E67K-MJN3]. Recently, video games like Axie Infinity and fantasy sports games like Sorare have incorporated NFTs as a game feature, which—they their developers hope—make the games more enjoyable by enabling players to acquire and trade unique NFT cards, speculate on their future value, and watch them level up. See generally AXIE INFINITY, https://axieinfinity.com [https://perma.cc/Q9P8-KZVV] (last visited May 1, 2023); SORARE, https://sorare.com [https://perma.cc/8KV8-VFE9] (last visited May 1, 2023). However, these in-game NFTs probably would not be considered “funds” because each NFT is nonfungible. They are not “available pecuniary resources” nor are they used as a “denominator of value” or a “medium of exchange.” Indeed, a recent FinCEN report explained that “[d]igital assets
B. Are Publishers Providing Money Transmission Services?

Even if a particular in-game currency is considered “funds” or convertible virtual currency, the publisher must provide “money transmission services” or be “engaged in the transfer of funds” to be a money transmitter. Money transmission services are defined as the acceptance of currency, funds, or other value that substitutes for currency from one person and the transmission of the same to another location or person.

1. Selling and Exchanging In-Game Currency

Notably, if an in-game currency is deemed a convertible virtual currency, a game publisher who sells the in-game currency for real-world money is a money transmitter. FinCEN has explained that a seller of CVC that accepts real money from a user and transmits the value of that real money to fund the user’s CVC account is a money transmitter, unless an exemption applies. Because the seller transmits “value that substitutes for currency” from the user’s account at a bank to another location—the user’s CVC account—the seller therefore provides money transmission services. Under this broad interpretation, any game publisher who allows players to purchase in-game currency using real-world money (if the in-game currency is deemed a CVC) is providing money transmission services.

The reverse action—“redeeming” the in-game currency that a player has collected for real-world money or things of value—also constitutes money transmission services. In this situation, the publisher accepts in-game

that are unique, rather than interchangeable, and that are used in practice as collectibles rather than as payment or investment instruments, depending on their characteristics, are generally not considered to be a substitute for currency. See also Nicholas J. Losardo, FinCEN Issues Report Addressing NFTs, Goodwin Procter (Feb. 17, 2022), https://www.digitalcurrencyperspectives.com/2022/02/17/fincen-issues-report-addressing-nfts/ (suggesting that video game developers offering NFTs may need to register as MSBs, implement Know Your Customer policies, and file Suspicious Activity Reports).

118. Id.
121. See Fin. Crime Enf’t Network, supra note 89, at 13 (“The 2013 [Virtual Currency] Guidance also clarified that FinCEN interprets the term ‘another location’ broadly.” (citation omitted)).
currency—that is, “other value that substitutes for currency”—from one person and transmits real money to another location, usually that person’s bank account. Thus, the publisher of an open-loop game that offers players the ability to redeem in-game currency for real money is providing money transmission services, if the in-game currency is held to be a CVC.

2. In-Game Trading

Even a game that does not allow players to exchange in-game currency for real money, but enables them to trade in-game currency for in-game assets, may still be providing money transmission services. However, this outcome is unlikely in most cases. This is the situation for semi-open-loop games. As is always the case, for the trading feature to constitute money transmission services, the in-game goods must be CVC. As explained in Part III.A, the question of whether in-game goods in a semi-open-loop game constitute CVC turns on the existence of secondary markets in which players can exchange the in-game goods for real money and the extent to which the publisher prohibits that conduct.

If the in-game goods constitute CVC, then a game that allows players to trade in-game goods with one another—in other words, to trade CVC for CVC—may involve money transmission services. FinCEN has explained that a Peer-to-Peer Exchanger who facilitates transfers from one type of CVC to a different type of CVC is a money transmitter. Similarly, a CVC trading platform in which the platform executes trades between two parties is also a money transmitter.

However, most semi-open-loop games probably do not involve money transmission services because even if the in-game currency, such as World of Warcraft Gold, is considered a CVC, it is unlikely that an in-game asset, such as a skin for an avatar, would also be considered CVC. Just like in the real world, it would not make sense for two players to trade one currency for the same currency. Rather, players only trade virtual currency for virtual assets and vice versa. In other words, one player sells an in-game asset such as a skin—a product—and the other player purchases it with in-game currency. Thus, for the publisher to be considered a Peer-to-Peer Exchanger or CVC trading platform, both forms of value, the in-game currency and the

[https://perma.cc/PP2R-EM86] (rejecting a virtual currency trading platform’s contention that it is not a money transmitter, FinCEN found that in each such trade, “two money transmission transactions occur: one between the Company and the Customer wishing to buy virtual currency, and another between the Company and the Customer wishing to sell such virtual currency at the same exchange rate”).
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125. See supra text accompanying notes 112–13.
126. FIN. CRIME ENF’T NETWORK, supra note 89, at 14–15.
127. Id. at 23–24; FIN. CRIME ENF’T NETWORK, supra note 122. A CVC trading platform contrasts with platforms that merely provide a forum for buyers and sellers to find one another and communicate terms before executing the trade off-platform. Such forums are not money transmitters. FIN. CRIME ENF’T NETWORK, supra note 89, at 23–24.
128. See supra note 21 and accompanying text.
in-game asset, would need to be a “medium of exchange” and “denominator of value.” Although theoretically possible, this seems unlikely to be the case in most situations.

C. The Integral Exemption

Even when a publisher accepts and transmits CVC, it may be entitled to an enumerated exemption from money transmitter status. One such exemption provides that a person who “[a]ccepts and transmits funds only integral to the sale of goods or the provision of services, other than money transmission services,” is not a money transmitter.129 FinCEN has advised that there are “three fundamental conditions that must be met” for the integral exemption to apply: (1) the transmission of funds actually must be part of the provision of goods or services, (2) the exemption can only be claimed by the entity who is engaged in the provision of goods or services, and (3) the transmission of funds must be necessary for the provision of goods or services.130

A publisher who would otherwise be considered a money transmitter could argue that it qualifies for the integral exemption.131 Game publishers provide a service that is not money transmission services: the operation of an online network in which players interact and compete.132 Arguably, the transmission of in-game goods is essential to the multiplayer experience and the publisher’s ability to finance the video game.133 Thus, to the extent that in-game goods constitute CVC, the publisher’s transmission of CVC (whether from publisher-to-player or from player-to-player) is both part of and necessary to the provision of multiplayer online game services.

CONCLUSION

As technology and norms related to virtual currency continue to develop, the threat of money laundering through video games is bound to become a larger concern for both regulators and game publishers facing an extensive regulatory environment. Under what circumstances a publisher will be subject to BSA compliance is a complex issue on which there has been little guidance. The majority of games now available, which are closed-loop or semi-open-loop, likely does not trigger BSA duties, so long as the publisher implements a “No Ownership of In-Game Goods” policy and takes reasonable steps to prevent in-game goods from being used as a medium of exchange. However, as companies push further into the metaverse, open-loop systems are sure to become more desirable, and the threat of money laundering could loom larger. As such, this is an area that counselors of publishers and developers should watch closely.
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